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Executive summary

This paper provides information about how to set up the Dell DR Series Deduplication Appliance as a
backup target for AppAssure 5.4.3.

For additional information, see the DR Series system documentation and other data management
application best practices whitepapers for your specific DR Series system at:

http://www.dell.com/powervaultmanuals

Note: The DR Series system and AppAssure screenshots used in this document may vary slightly,
depending on the DR Series system firmware version and AppAssure version used.
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1 Installing and configuring the DR Series system

1.

Rack and cable the DR Series system and power it on.

Initialize the DR Series system. For more information about this step, in the Dell DR Series Systemn
Administrator Guide, refer to the following topics: "iDRAC Connection,” “Logging in and Initializing
the DR Series System,” and "Accessing iDRAC6/iDRAC7 Using RACADM".

Log on to iDRAC using the default address 192.168.0.120, or the IP address assigned to the iDRAC
interface. Use the user name and password: “root/calvin”.

REMOTE

! popoeeng §

4. Launch the virtual console.

System Summary - o 2

Sarver Hoalth

=

Component

cpgepe
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5. After the virtual console is open, log on to the system as user: administrator with the password:
StOr@gel! (the "0" in the password is the numeral zero).

6. Setthe user-defined networking preferences.

Jould you like to use DHCP (yes-no)d
an IF address:
a subnet mask:
a default gateway address:
a DNS Suffix ( ple: abc.com):
:nter primary DNS server address:
ould you like to define a secondary DNS server

*lease enter nruﬂndnpu DNS server IP address:

7. View the summary of preferences and confirm that it is correct.

Set Static IP Address

IP Address 18.18 .86. 148
Network Mask

Default Gateway 18.18.86.126
DNS Suffix idmdemo . local

Primary DNS Serwver 18.18.086.181

Secondary DNS Serwver 143.166.216.237

Host Name DR4888-5

fire the above settings correct (yessmod) 7 _
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8. Log on to the DR Series system administrator console using the IP address you just provided for
the DR Series system with the username: administrator and password: StOr@ge! (the "0" in the
password is the numeral zero.).

=iz
‘b 5 bt 192.068.22.50 Enter User Defined IP Address
» [ snegic B BY

DR4000

DR4000-DKCVES1

Login Hesul Password
Pioase onter your password:

Usermama: administrator

Log in

9. Join the DR Series system to Active Directory.

Note: If you do not want to add the DR Series system to Active Directory, see the DR Series
Deduplication Appliance Owner’s Manual for guest logon instructions.

a. Select Active Directory from the navigation menu in the left side of the user interface.
J 9 DRA10D-VM - sush-hv2t2: x | (=) lelet .

€« C' | B b#ps://10.250.208.240/dashboard.c

giZaction=upgrade i

ml_ DR4100-VM administrator (Log out) | Help

Dashboard
B Giobal View
+-Dashboard _
Alerts usystem State: optimal uHW State: optimal QNumDer of Alerts: 1 Number of Events: 1147
Events
Health
Usage Capacity Storage Savings Throughput
Container Statistics
Replication Statistics Physical
Storage
Schedules
System Configuration
N "
Active Directory

Zoom: I 14 5 im Iy ) Zoom: W 1d 2 Im Iy [3)

Savings (%) [

Email
Admin Contact Info -
Password Used & Unencrypted Ml Total Savings
Email Relay Host (400.00 MiB /432,00 Current Savings = 0.00% / 1.0X Write
Date and Time ME

Free (199 TiB/2.14
Support u B

Used & Encrypted

= (.00 MiB /0.00 MB

System Information

Product Name DR4100-¥M Total Number of Files in All Containers 02

System Name:.................. SUsh-hv2t2 NUMDET OF COMAINETS: ... |
Software Version............ 3.2.0185.0 Number of Containers Replicated 1
Current Date/Time: Mon Apr & 01:16:42 2015 Artive Ryfes N hutes (7
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b. Enter your Active Directory credentials.

Active Directory e

Eemngs

This BBl D CRery & STRGE Tidei bl Dl CORGed] Chlh i) Wi Jiah lavk b Ol i e Wi

Ak Ve [RF 4 L0y L STt @laaa

Crormuain Hames {F oD

L rnETIAT

Enter Active Directory Info

Cancwl  Join Domabn

COpE S 200 - 2015 Coull e Al g o8 B s

10. Create and mount the container. Select Containers in the left navigation panel, and then click
Create at the top of the page.
€ = C | [Bbups//10.250.241.80/ container

festadiadministrator (Log out) | Help

SWsys-33 tastad.ocarina.loc ¥

H p—— Containers Click on Create container Create | |
ew
B+ Dashboard
Nerts Number of Containgrs: 2 Container Path: containers
Events Containers Files Marker Type  Access Protocol Enabled Replication select
Health backup 0 Aubo NFS, CIFS Not Configured

Usage

Container Statistics
Replication Statistics
Storage

iners

Replication
Encryption

Clients

Schedules
Replication Schedule

Cleaner Schedule
System Configuration
Networking

Active Directory
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11. Enter a Container Name and select the Enable CIFS checkbox. (AppAssure supports CIFS

protocols.)

DR4000

: mroeT s |
swsys-33 testar’
Container Wizard - Create New Container
B Global Vie

Select Access Protocols

Storage Access Protocol”: Dell Rapid Data Storage (RDS) '?
Symantec OpenStorage (OST)

18] NAS (NFS, CIFS)

< Back

* = required fiekls

Container Name and Type
sample1

Cancel Next >

Display Statistics

r Path: scontainers

|’ Container Wizard - Create New Container

Caonfigure MAS Access

Enahble Access Protocols © [0 NFS  (Use MFS to backup UREX or LINUE clierts)

CIFS (Use CIFS to backup MS Windows clients)
Marker Type™ Mone

® Auto

g Metworker
Unix Dump
BridgeHead

Tirne Mavigator

® = required fields

Container Hame and Type

sample

Access Protocols
HAS (MFS, CIFS)

= Back Cancel

Mext =
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12. Select the preferred client access credentials.
¥ €5 ora000 - swsps-23 cane: = Y [ Lo ]

€ - C  [berS//10.250.241.80/container wizard cgi pid

Wizard - Crants New Conta
Configure CIFS Client Azcess

Client Access : (57 open (allow ail lients) Containar Name and Type
samplel
4 Create Clignt Access List Accoss Brotocols

CllentFoDNor P | NAK (NFE, GIFS)
Auln

* = requied s

allow gecess clientis)
NFS Access
Read Wiite Accuss
Insecure
root
Open (allow il cuents)

Give the Client access
Credentlals

/€ DR400D - swsys-33: Cont x N ) (el IS
€ & C | B bupt//10.250.241.80/container_wizard.cgi 72?\ =

= Confainer Wizard - Create New Container

* = required fiekls
Configure NFS Access
Container Name and Type

NFS Options = '® Read Write Access ¥ Insecure
samplel

' Read Only Access
Access Protocols

Wap rootto : NAS (NFS, CIFS)

Auto

Client Access© 1) ‘Open (allow all clients)
® Create Client Access List
Enter the required details
ClientFQDNor IP: | |[_Add |

allow access client(s) || Remove

< Back Cancel Next > ‘

Note: For improved security, Dell recommends adding IP addresses for the backup console (AppAssure
Core, AppAssure Agent). Not all environments will have all components included.

10
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13. Click Create a New Container, and then confirm that the container has been added.

= 2L Contamer Wizard - Create New Contaings

Container Name and Typs

Container Name: s

Access Protocols

To: roat
Opsen (aliow ail clients)
CIFS Access
Cpen (atiow ail clients)

Cancel

Copyrght © 7011 - J018 el A8 /ighis rearved

DR6000

D&AL

Create a New Container

| e

¥ Pam: kontanses

B

felect

a { out) | Help

Containers Create |
B Global View
B Dashboard )
| Message
* SUCC added c il “Rpp, a",
E » Successfully added NFS connection for container “AppAssure”.
» Successfully added CIFS connection for container "AppAssure”.
Mumber of Containers: 8 Caontainer Path: icontainers
Containers Files HFS CIFS RDA Replication Select
aal 15 v Stopped O
aa? 11 v Mot Configured O
Schedules .
System Configuration aal " v ot Configured 0]
aad 15 v Mot Configured @]
aas 7 v Mot Configured O
AppAssure 1] v Mot Configured @]
hackup i] v v Mot Configured O
repl 4 v Mot Configured O
yyd B v Mot Configured (@]

Support

Copyright @ 2011 - 2013 Dell Inc. Al rights reserved.
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14. Select the container, and click the Display Statistics link. Make a note of the container
share/export path, which you will use later to target the DR Series system.

Container Mame: | samplel *

Backup Data

foom: 1h 1 d im 1y

Mum of Files
1.00
0.7
0450
025
o.on
210 Z:20 D30 40 2500 R00
Time (hours)
M Active Files

® System Time Zone: US/Pacific

Marker Type: Auto

NFS Connection Configuration

MFS access path:

foorm: 1R 1

z
2
E}
E

Bytes

.00

0.vs

0.40

0.25

0.oo

20 220 230 240 S0 20D
Time (minutes)

W Active Bytes (2

Throughput

foorm: Th 1d &4 1m 1y

I Bis

1.00

073

0.40

0.25

0.oo

A0 20 20 Z4d 50 200
Time (hours)

M Fead
Wiitite

Connection Type: NFS f CIFS

Client Access:

___I salvan-sw—E|2.|:u:arina.lncal:IcnntainersIsample1:|

MFS Options:

rwinsecure

Map root to:

root

inactive

MF S Write Accelerator:

CIFS Connection Configuration
CIFS share path:

QOpen Access (all clients have access)

Client Access:

r__llsawan-sw—lilz.ncarina.lncallsamplm I

CIFS Write Accelerator:

inactive
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2 Setting up AppAssure

2.1 Archiving backup images to the DR Series system

To create a backup job and back up a Windows data set, follow steps 1-8 in the procedure that follows. If
you already have a backed up data set, skip steps 1-8 and start from step 9 to archive the backup data set
to the DR Series system.

Note about Linux backup images: Steps 9-12 in the following procedure are for archiving both Windows
and Linux backup images. To generate Linux backup images, see Appendix A.2.

1 Lc_)g on to the AppAssure Core. Click Configuration -> Repositories -> Add New Repository.

AppAssure Contact Appdssure Support | docs | Version: 5.3.6.125

~ ‘A R320-5Y5.44 Machines | Replication | Virtual Standby | Fvents Configuration

“  Protected Machines
Manage Repositories ? |~ Actions

-

-,

= AT Repasitories = = = = = Add New Repository
Status | Repository Name Description Total Size Free Space

™ 10.250.242.12 Security a1 58 Open existing Repasitary )
) —_— P

Events
Retention Paolicy
attachability
Settings

Licensing

2. Typein arepository name and then click Add Storage Location.

Details

Repository = Comments:
Repository 2
Mame:

C it
eneurrent [

Operations:

Storage Locations Add Storage Location b

Metadata Path Data Path i Action

Please, add Starsge Location.
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Enter the Storage Location details. (The storage location is the target location for backup job.)
Click Save.

r

Storage Location

(©) Add file on local disk (7 Add file on CIFS share

Mietadata Path: : UMC path: WI0,250, 243, 8%aa2

Data Path: ciitesthdata User Mame: administrator

Password: CITTTITTY

We recommend placing the repository in a dedicated folder {i.e. X:\Repositoryt). Placing the repository in the root (i.e. ¥:\) is not recommended as a
delete of the repositary will delete the entire contents of the repasitory path.

Details ShowiHide Details

Size: 250 B |~

‘Show/Hide Details' allows editing of additional Storage Location parameters. Before changing the defaults, please refer to the documentation.

m Cancel

In the AppAssure core console, click Home -> Protect Machine.

Eoelflewstion

[P lhachines  Peplication  Vichus!ftndhy  Deents  Faak

Prutected Mahines

| YOYO-WINZKER1-0 g |

LR TE RPN

| Protectsd Machine: Proteet Mk ) Profect Chates |
Statin | bachine Hame Regunitary st Sipatiet Revsmery Fuity | Tolal Probected Space
S 030 [— V27013 120157 P ] 6 MB
| Repositories ekt M Bepunitony |
Status | Bopaordiory Hame ’ Trom Spscn | Prosectad Duta | Machines | Recovery Polats | Compression Ratia
O Bapoitory 1 WIEIGE T GR 04 M0 1 ] o
| aterts |
L WA Events, slevts, reports and eckground jobs oider than 10528/2013 12005 AM were deisted from datatase

Whghtly Choekium Chech Job has bean hisped. Rewor: Ho sgents wvallable for sightly chechiom chesh

Wighthy ates

bty jobs hies been sidgped Rewon Thare are no SOL Server ratanees cosfigured for iLpchabilty chech on the Core

O 101 2005 M Ewwets, slerts, reports and Background jebs ider than 10ZTIE0TI 1200:57 A were delsted from duabiin

Ai V0TI 00T AN Kaghly Theckium Chack Jab hat bean siisoad Rastorc Ho spants wallsbls far Hightly shackion chack

di M) CO0ST M Naghtty sttachabiity job has rhigped. Ressor: Thare sre no S01 Server instances configured for sttachablity chack on the Core
Y 13 VAT MM A beckug of protected machine 3L 10T has falled,

1Y 9147 AW A Backue of pretectad machine ) £ has bean canceled

L 1IS0TE ST MR K backus of protected machine ') has bean cancaled
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5. Enter the client machine information and click Connect.

6. Select or clear the checkbox for each volume group as needed to select the proper backup data
set. To change backup schedules, click Edit. Click Protect.

‘ & welcome to Firefox

[ o]
x | @ Mozila Firefox Start Page x |@Appﬁssura S Core x | + ‘
€ | @ hitps:/r320-sys-44:5008/apprecovery/admin/Core

CHE'GDUD‘E P| B- 4+ #

Options

Display Mame:

Repository:
Encryption Key

Inftially pause pratection:

Volumes Apply Default

= | Yolume groups

Every 60 minut K, &0 minut ’
v > [Volume Labeled “System Reserved) “E': d"“”“ &S PEEL CrEny Il DS Edit
weeskends

Every 60 minutes peak, every 60 minutes @
weekends

»CA
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7. The machines that have been protected by AppAssure are listed on the left side under Protected
Machines.

AppAssure 5 0,250 95 = § 3y ure Support | docs

v R3708YS44 Summary (L ST Configuration

*  Protected Machines

[ 10.250.233.95

L

Summar:
=¥ 10.250.242.12 4

Host: ZHUHA2012-01
Last Snapshet:  11/2672013 11:65:06 Pk
Mext Snapshati  11/27/2013 12:55:06 Ak
Encryptian: Disabled
Version: 5.3.6.128

Yolumes

olume Labeled “Sytem & gy Totalsize 350 Lsed Space: Free space: 108.7 Every 60 minutes peak, every 60
rume Labeted mystem ResEretl g 241.3 B B minutes weekends

Total size: 199,66 Lsed Space: Free space: Every 60 minutes peak, every 60

GB 57.15 GB 142,51 GB minutes weekends _

8. AppAssure creates backup images for the protected machines according to the protection policy.
To see the backup images, click Protected Machines -> Recovery Points.

Mome  Machbies | Meplication  Vicust Standvy  Deenss

Dplay Nams:

el Domain Hovmar

| Fotmarind Capainy

VPVGLOBALRDOT D o Har daisiVolumed 1nTE s T

Replay Engine Connestions Dot |

Local o Print | Remsrte God Paint | Mousted Inage Dhiply fame s Wirltable Mot
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9. To create an archive job, click Core Server -> Tools -> Archive -> Create. Enter all of the required
information then click Archive.
|:cr-anmohm
| ore e

Diate range of your Dackup mages

__The UNC path of DR_

The access information to DR

10. To check the archive job details, click the Events tab.

Archive of 1 agents from 10/27/2013 12:00:00 Al to 11/27/2013 11:59:59 PM. Archive path: W10.290. 243, 89\AppAssure.

et Tima: [LCE TR REHERTF

17 Setting Up the Dell™ DR Series System as an Archive Target on AppAssure 5.4.3 | April 2015



11. The archive job details are displayed on the Events tab.

T W bcthw [ Cosgiste @ Failed

VWD Y A TN TR A

VRS IHEE06 P S1/2T/013 L0686 A =
VNS0T AR P N/EREDH 11034 P El
G0N W00 PR TUBI0N 0015 B =

* Tranater of vwumes (1] from 202817 Succneded VIS0 VIAGT P TEZR00D 1150 e

A machivals) E— 128013 019060 P =

Sugten ded ZS013 52420 P =

otacted aachinat from backup. Path: Y0250 240, 181t Suecasded WS01D 0 AN, S0 124500 AN =

* imparting | protected mach chiap, Path: VL2404, st Erar VIEATTY EHIRAT A DN TN AW L=

¥ Delating o8 recovery soinks for ‘1,240 282 1 fuceneded TR T AN TSN TR A =

Poge £ o 7 69 Raw] V2245670

Alorts D Al |

12. To return to the Next Step Wizard page, click Finish. To close the window, click Close.
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2.2 Restoring archived backup images from the DR Series system

1. Click Tools -> Archive -> Import.

Home  Machines | Heplication | ¥ihul ftandy | Drenh

Formatted Capscity

Lecal Erd Perkt | Remate End Point | Membed Tmige Display Hame b ritatle Mot | Austhenticated User

2. Enter the UNC path of the DR Series system container share that holds the archive images. In
addition, enter the CIFS credentials for authenticating to the DR Series system. Click Check File.

()

& Wome | Machioer | fephcation  Yietual Standy | Crents

Proteted b

Input the access information of DR
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3. Under Agent Names, select the agent and repository to which the archived data will be imported
and click Restore.

Eute rarge MMEHIOED 130000 A to: VIO 115099 P

4. To monitor the restore process, click Open Monitor Window.

Imgerting 1 protected machines from backup, Path: WI0.290.243. 8% \AppAssure.

Shart Tima: VIFTTIOND 1:2%:4% Al T A% A

Saxceaded

Closn (Tt will rusn s backgrosmdd)
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5. After the restore is completed, click Protected Machines -> Recovery Points. Verify that the
recovery point(s) have been restored to the repository.

| 10.250.232.95 Recovery Points

| Summary

Repository Statis

NN T A e

BT 1108 P 1.9

-
- 0 W 0 W M0 W N0 M M0 4 w0

"
™ 075024202
s W

Recovery Points v Aetiom

| Staten | Encrypted | Contists

okme Labeled Samom BesermdhGA ingremen o TR0 125522 A 6145 ME

[Vishime Labeled Syatem Berared]

O > (Vakima Labsled Faten Baverad], £} Bus V208 11504 P w68
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Setting up the DR Series system cleaner

Performing scheduled disk space reclamation operations are recommended as a method for recovering
disk space from system containers in which files were deleted as a result of deduplication.

The cleaner runs during idle time. If your workflow does not have a sufficient amount of idle time on a
daily basis, then you should consider scheduling the cleaner to force it to run during a scheduled time.

If necessary, you can perform the procedure shown in the following screenshot to force the cleaner to
run. After all of the backup jobs are set up, the DR Series system cleaner can be scheduled. The DR Series
system cleaner should run at least 40 hours per week when backups are not taking place, and generally
after a backup job has completed.

ML DR4100 Help | Log out
EdwinZ-SW-01 .

Cleaner Schedule Selesle Clesnes

System time zone: US/Pacific, Fri Jul 5 05:00:41 2013

. | Mote: When no schedule is set, the cleaner will run as needed.
Container

= Sl;:nrage Replication Day Start Time Stop Time
Containers Sun - -
Replication Won - -~
Compression Level Tue - -
Clients Wed - -

= Schedules Thu - —
Replication Schedule Fri - —

B - System Configuration
MNetworking
Active Directory
Local Workgroup Users
Email Alerts
Admin Contact Info
Password
Email Relay Host
Date and Time

B Support
Diagnostics
Software Upgrade
License

Copyright ® 2011 - 2013 Dell Inc. All rights resenved.
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Monitoring deduplication, compression, and performance

After backup jobs have run, the DR Series system tracks capacity, storage savings, and throughput on the
DR Series system dashboard. This information is valuable in understanding the benefits of the DR Series

system.

Note: Deduplication ratios increase over time. It is not uncommon to see a 2-4x reduction (25-50% total
savings) on the initial backup. As additional full backup jobs are completed, the ratios will increase.
Backup jobs with a 12-week retention will average a 15x ratio, in most cases.

DR4100
W‘LL EdwinZ-5W-01

e
S Dashboard

Monitor Dedupe,
Compression &

Performance
u ﬁ'_.'.‘u‘.El"l! State aptimal u HW S1ate apimal

Capacity Storage Savings
Toom: 1h 19 B4 1m Ay % Toom: 1h 1d & i
Sawings (%) MiBrs
wsbem ConTigurabon
Heteenriang 20 430 440 45 410420 4
Tieme (miniles Time (minules
B Taol M F
M Fr
Sysvem Information
Produd Mame DR 100 Tolal Savings T 52 %
System Harms EcwinZ-5-01 Total Mumiber of Files in All Contansns 107
Software Varsion 2101650 Humber of Contaifers 2
Current DabeTirme Fri Jul & 05:04:20 2013 Humoaer of Containers Replicaten i
Curani Tiene Zone ISP 3oific Acthos Bytes 1.2GB 7
Claaner Stabus il
COpymight @ 2011 - 2013 Dell Inc. All ights res erved
J
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A Configuring the DR container share as a CIFS storage
device on AppAssure

To configure the DR Series system container share as an archive destination, AppAssure needs to
authenticate to a DR Series system.

e |f the DR Series system is joined to an Active Directory domain, you must enter
[domain_namel\user_id in the User Name field for successful authentication.

Hode | Machbes | epteition | VeI Tady  Tesats OO Cosfisieation

Pretedbed M

™ yo,150.3m08

= ..

Wz

o |f the DR Series system is configured as a standalone CIFS server, a DR Series system local CIFS
user credential can be used.

Mama  Machioes  Feplication  Vietual Sladby  Freats

Import Archive

_Input DR user name only if it does not join any domain

Chack [Tl
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B Backing up a Linux client

B.1 Installing the Linux agent on the client machine

Note: For more details, see the AppAssure User Guide.

On the Linux client machine, run the commands below as the root user:

1. Create a new user for the Linux Agent.
useradd approot

2. Seta password for the new user.
passwd approot

3. Add the user to the root, daemon, adm, and wheel groups.
usermod —G root,daemon,adm,wheel approot

root@lvanW-RHEL6-02:~/Downloads

File Edit View Search Terminal Help

New password:

Hetype new password:

passwd: all authentication tokens updated successfully.
[rooct@IvanW-RHELE-0Z Downlcads]# usermod -G root,daemon, adm,wheel approct
[Toot@IvanW-RHEL6-02 Downloadsl# groups approot

approct @ approct root daemon adm wheel

[root@IvanW-RHELE-02 Downloads]# I

4. Install the Linux agent installer.
-/appassure-installer_rhel_amd64_5.4.3.125_sh
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root@ivanW-RHEL6-02:~/Downloads

File Edit View Search Terminal Help

tar: appassure-packages/appassure-agent-5.3.6-125el6.x86_64.rpm: time stamp 2013
—11-03 16:45:17 is 1149851.7914909555 s in the future

tar: appassure-packages/version: time stamp 2013-11-03 16:46:03 is 1149997.79083
4578 s in the future

tar: appassure-packages/appassure-vss-5.3.6-125el6.x86_64d.rpm: time stamp 2013-1
1-03 16:46:03 is 1149987.78 = in the future

tar: appassure-packages/appassure-mono-5.3.6-125el6.xB6_64.rpm: time stamp 2013-
11-03 16:46:02 is 1148885.267336537 5 in t1e future

tar: appassure-packages/appassurse-wvdisk-5.3.6-125el6.x86_64.rpm: time stamp 2013
—11-03 16:45:12 is 1149545.264826559% s in the future

tar: appassure-packages/nbd-dkms-2.6.32.el6.noarch.rpm: time stamp 2013-11-03 16
t47:51 is 1150104.264341006 s in the future

tar: appassure-packages: time stamp 2013-11-03 16:47:51 is 1150104.263594253 s 1
n the future

Configure default port for aAgent [8006]:

AppAssure Agent will listen on port 8006

Mow add some users to group 'appassure' to grant them permission to protect the

B

| nl
A od
U ow L'J
Comp
H 1K
o
-1
£

machine
Enter a list of users allowed to protect the machine (ex: jsmith,ajohnson} [none

approot
:*Qi*****ii*****Q*****Qi*****ii****Qi*****i

A reboot is reguired to apply installation changes
Would you like to reboot after installation? [¥/mnl yl

B.2 Backing up the Linux client machine
1. On the AppAssure Core Console, click Home -> Protect Machine.

2. Inthe Connect dialog box, enter the information about the client machine, and then click
Connect.

Hiost: | lvaniti-R.HE LE--E|2| | Part: _éDDé

Uzer name: Pazzwiord: | sasmssmss

h

Note: Use the approot user, which was added during agent installation.
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2. In the Protect dialog box, edit the settings as needed, and then click Protect.

Options

[ variii-RHE Le-02

Dizplay Mame:
Repositore ;repD'I
Encryption Kew: E[none]

Imitially pauze protection:

Apply Default ‘

‘ Yolumes
Every 60 minutes peak, every 60 minutes ;
Edit

weekends

W »/
Every 60 minutes peak, every 60 minutes

[¥]  »fboot
weekends
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